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QUESTION  1 

 

Refer to the exhibit. 

350-701 dumps exhibit 

What does the number 15 represent in this configuration? 

 

A. privilege level for an authorized user to this router 

B. access list that identifies the SNMP devices that can access the router 

C. interval in seconds between SNMPv3 authentication attempts 

D. number of possible failed attempts until the SNMPv3 user is locked out 

Answer: B 

 

QUESTION  2 

 

An engineer needs a solution for TACACS+ authentication and authorization for device administration. The engineer also wants to 
enhance wired and wireless network security by requiring users and endpoints to use 802.1X, MAB, or WebAuth. Which product 
meets all of these requirements? 

 

A. Cisco Prime Infrastructure 

B. Cisco Identity Services Engine 

C. Cisco Stealthwatch 

D. Cisco AMP for Endpoints 

Answer: B 

 

QUESTION  3 

 

Under which two circumstances is a CoA issued? (Choose two.) 

 

A. A new authentication rule was added to the policy on the Policy Service node. 

B. An endpoint is deleted on the Identity Service Engine server. 

C. A new Identity Source Sequence is created and referenced in the authentication policy. 

D. An endpoint is profiled for the first time. 

E. A new Identity Service Engine server is added to the deployment with the Administration persona. 

Answer: BD 

 

Explanation: 

Reference: https://www.cisco.com/en/US/docs/security/ise/1.0/user_guide/ise10_prof_pol.html 

 

QUESTION  4 

 

Which two preventive measures are used to control cross-site scripting? (Choose two.) 

 

A. Enable client-side scripts on a per-domain basis. 

B. Incorporate contextual output encoding/escaping. 

C. Disable cookie inspection in the HTML inspection engine. 

D. Run untrusted HTML input through an HTML sanitization engine. 

E. SameSite cookie attribute should not be used. 

Answer: AB 

 

QUESTION  5 

 

Which two features are used to configure Cisco ESA with a multilayer approach to fight viruses and malware? (Choose two.) 

 

A. Sophos engine 

B. white list 

C. RAT 

D. outbreak filters 

E. DLP 

Answer: AD 

 

QUESTION  6 
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Which ASA deployment mode can provide separation of management on a shared appliance? 

 

A. DMZ multiple zone mode 

B. transparent firewall mode 

C. multiple context mode 

D. routed mode 

Answer: C 
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