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QUESTION 1 

 
You have a Microsoft Azure Active Directory (Azure AD) tenant named contoso.onmicrosoft.com. You have a Microsoft 365 
subscription. 
You need to ensure that users can manage the configuration settings for all the Windows 10 devices in your organization. 
What should you configure? 

 A. the Enrollment restrictions 
 B. the mobile device management (MDM) authority 
 C. the Exchange on-premises access settings 
 D. the Windows enrollment settings 

Answer: B 

Explanation: 
References: 
https://docs.microsoft.com/en-us/intune/mdm-authority-set 

 

QUESTION 2 

 
HOTSPOT 
You have a Microsoft Azure Active Directory (Azure AD) tenant named contoso.com. 
A user named User1 has files on a Windows 10 device as shown in the following table. 

 
In Azure Information Protection, you create a label named Label1 that is configured to apply automatically. Label1 is configured as 
shown in the following exhibit. 

 
For each of the following statements, select Yes if the statement is true. Otherwise, select No. 
NOTE: Each correct selection is worth one point. 

 
 A. Mastered 
 B. Not Mastered 

Answer: A 

Explanation: 
References: 
https://docs.microsoft.com/en-us/azure/information-protection/configure-policy-classification 
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QUESTION 3 

 
You have a Microsoft 365 subscription. 
You need to view the IP address from which a user synced a Microsoft SharePoint library. 
What should you do? 

 A. From the SharePoint admin center, view the usage reports. 
 B. From the Security & Compliance admin center, perform an audit log search. 
 C. From the Microsoft 365 admin center, view the usage reports. 
 D. From the Microsoft 365 admin center, view the properties of the user’s user account. 

Answer: B 

Explanation: 
References: 
https://docs.microsoft.com/enHYPERLINK "https://docs.microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-
security-and-compliance"- us/office365/securitycompliance/search-the-audit-log-in-security-and-compliance 

 

QUESTION 4 

 
HOTSPOT 
You need to meet the technical requirement for log analysis. 
What is the minimum number of data sources and log collectors you should create from Microsoft Cloud App Security? To answer, 
select the appropriate options in the answer area. 
NOTE: Each correct selection is worth one point. 

 
 A. Mastered 
 B. Not Mastered 

Answer: A 

Explanation: 
References: 
https://docs.microsoft.com/en-us/cloud-app-security/discovery-docker 

 

QUESTION 5 

 
A user receives the following message when attempting to sign in to https://myapps.microsoft.com: "Your sign-in was blocked. We've 
detected something unusual about this sign-in. For example, you might be signing in from a new location device, or app. Before you 
can continue, we need to verity your identity. Please contact your admin.” 
Which configuration prevents the users from signing in? 

 A. Microsoft Azure Active Directory (Azure AD) Identity Protection policies 
 B. Microsoft Azure Active Directory (Azure AD) conditional access policies 
 C. Security & Compliance supervision policies 
 D. Security & Compliance data loss prevention (DIP) policies 

Answer: B 

Explanation: 
References: 
https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/overview 
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